
35mm PRIVACY POLICY  
Effective Date: 17 June, 2019

By using 35mm you agree to 35mm’s Privacy Policy and that 35mm may 
collect, process, transfer and store your information.

IF YOU DO NOT AGREE TO THIS POLICY, PLEASE DO NOT USE 35MM. 
Any modifications or changes to the Privacy Policy will be made here. 
We reserve the right to modify this Privacy Policy at any time, so please 
review it regularly. If we make substantial changes to this Privacy Policy, an 
announcement will be made through the 35mm app itself. Your continued use 
of 35mm after the effective date of such changes constitutes your acceptance 
of such changes.

1. Collection of Personal Information
“Personal information” means information which identifies you, such as 
your name, email address and financial details. 35mm neither accesses nor 
collects your personal information directly. However, 35mm does have in-
app purchases. 35mm does not process payments for in-app purchases nor 
have access to your credit card information. Payment transactions for in-app 
purchases are completed through the app store via your app store account. 
Any post-purchase processes are controlled by the app store and are subject 
to specific terms of such app store. Please review the privacy policy and terms 
of service of your app store.

2. Local Storage
35mm may collect and store information locally on your device. For example, 
35mm may write image files to your device’s local storage. You may be able 
to access and delete this information within the app or using a separate app 
(such as Camera Roll on iOS etc). 35mm requires you to wait at least 24 
hours after you have sent a film to be “processed” before you can access 
these images unless you purchase the “1 hour” processing option. During 
this time, 35mm does not retrieve, access or share this information, it is only 
stored locally on your device.

3. Access to Built-in Recording Devices
35mm includes the ability to capture data using your device’s built-in camera. 
The images captured from this may be written to your device’s local storage. 
Depending on how your device is configured, these images may be uploaded 
by a separate application to a network cloud service such as Apple iCloud, 
Google Drive and similar services which have their own privacy policies.

4. Sharing
35mm includes optional photo sharing functions. These functions may pass 
data or information stored on your device to other apps you have installed. For 
example but not limited to, 35mm may send a photo to a social networking app 
installed on your device for the purpose of posting it to a social media network.

5. Anonymised Data
35mm receives anonymised data through Apple related to the numbers of 
purchases/downloads. This information does not contain any personal data, 
nor geographical data that can be used to identify an individual.
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